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KLEF —Reg.Ref: Letter dated 08.08.2021 from Dr.S.V.N.L. Lalitha, Convener, Women’s

Forum.
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This is to inform all the faculty members of KLEF that Women’s Forum and EEE Dept is

conducting a webinar on "SAFETY, SECURITY & THREAT AWARENESS" in

association with “Women in Cyber Security and Privacy Delhi Chapter”, “IEEE Women in
. Engineering Affinity Group, Hyderabad Section”, “ICCE Guntur Subsection” -along with

“WIE AG affinity group” of our University as per the details given below.

Resource Persons:

1. Ms. Tanu Srivastava: Advisory Consultant IBM; WiCSP Delhi Chapter lead
2. Ms. Swati Sharma: Compliance Lead; WiCSP Delhi Chapter Lead

Date and Time . 13thg 14thAugust, 2021 from 2:30 p.m. to 4.00 p.m.

For any queries on the webinar Dr.B. Jyothi, Mobile:9959209040, can be contacted.

Student Coordinator : R.Sravani , IV/IV B.Tech, EEE, KLEF, Mobile: 6301 782935

Registration link: https:/events.vtools.

icee.org/m/279228

Registration is mandatory for attending the Webinar. E certificate will be provided
to allparticipants who attend all sessions and submit the feedback form.

HODs are requested to bring this information to the notice of all faculty mentbers of
KLEF and permit Women’s Forum In-charges of respective departments to attend the
eventalong with the students.
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WEBINAR ON SAFETY SECURITY AND THREAT AWARENESS
Date: 13.08.2021

Introduction

The theme of the two day webinar is “Safety,security&threat awareness” .Webinar has
started by Dr.S.V.N.L.Lalitha. Meeting started with introduction of resource persons(Ms. TANU
SRIVASTAVA)she is advisory consultant IBM, WICSP Delhi chapter lead and (Ms.Swathi
Sharma)Compliance lead, WICSP Delhi chapter.
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A cyber predator is an adult who uses the internet to exploit children and/or teens with
the intention or inflicting sexual, emotional, psychological, or financial abuse.
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Cyber Predators

» A Cyber Predator is an adult who uses
the internet to exploit children and/or teens with
the intention of inflicting sexual, emotional,
psychological, or financial abuse.

» Tips to avoid this issue,

avoid talking to people you do not know in

person

« never post photos that reveal personal
information (like home address, phone
number, or license plate numbers)

* never meet up with persons only known
through the internet.

Identity theft is the illegal use of someone else’s personal information to steal money or
credit.

Resource person gave a brief description on cyber hygiene, cyber predators, cyber
bullying, identity theft and some general awareness tips that we have to follow while browsing
and so on.

Objectives:

1. Awareness: Raise awareness among participants about the existence and methods of
cyber predators targeting individuals, especially vulnerable populations like children and
teenagers.

2. Understanding the Risks: Educate participants about the potential risks associated with
interacting online, including identity theft, cyberbullying, grooming, and exploitation.

3. Recognizing Red Flags: Provide participants with information on how to recognize red
flags or warning signs of potential cyber predator behavior, such as requests for personal
information, attempts to establish trust quickly, or manipulation tactics.

4. Empowerment: Empower participants with practical tips and strategies to protect
themselves and their loved ones from cyber predators, including setting privacy settings
on social media accounts, avoiding sharing sensitive information online, and being
cautious when interacting with strangers.

5. Promoting Responsible Online Behavior: Encourage participants to practice
responsible online behavior, such as thinking critically before sharing personal
information, being cautious when clicking on links or downloading files, and
communicating openly with trusted adults about their online activities.



6. Support Systems: Discuss the importance of having support systems in place, such as
trusted adults or resources like helplines and hotlines, for individuals who may have
encountered or are concerned about cyber predator activity.

Tips to avoid Cyber predators :

If you have own email account, let your parents know if you ever receive an email that
asks for your personal information. Some emails look official, as if they ask for your personal
information.
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Key steps for
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The average age kid’s sign up for social media accounts is 12.6 years.It is easy to imagine how
this adds to engineering attacks.The nature of social media enables cybercriminals to target
young users in many innovative and effective ways. At last she gave some points that we have to
remember there are like malware, clean desk policy, passwords and authentication, social

engineering, removable media, etc...



SRI HARSHINI VEMULA Swati Dr.Yarlagadda Padma Sal 190181007~ pharmacy

Privacy Framework
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On 14/08/2021speaker gave a description about personal data, personal data
life cycle, privacy protection life cycle, and gave some hints on privacy framework, and gave
some technical description on other terminologies as well.

Benefits of IEEE membership

Dr S V N L Lalitha had explained about the benefits of IEEE
membership.IEEE members enjoy reduced rates on many proprietary products and services
including IEEE books and eBooks, journals and articles, conferences and proceedings, standards,
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